Connecting to Eduroam Windows Device
Note: These instructions were created using Windows 10 using Google Chrome Version 91.0.4472.124

Step 1:

Connect to the FP-Guest WiFl connection

- You should be prompted to "Sign In"

- IF you are NOT prompted to sign in navigate to:
https://login.franklinpierce.edu/guest/device onboarding.ph
p and skip to step 3

Step 2:

At the screen below navigate to the [insert name] button to access the Franklin Pierce Onboarding Portal

arvba

METWORKS

Franklin Pierce Wi-Fi

Welcome to the Franklin Pierce University Guest Wik portal. Access
to our wireless network varies depending on your role in our
community.

All Franklin Pierce University Community Members (including
Faculty, Staff, and Students) and visitors from supported partner
institutions should use the eduroam wireless network, instead of
the FP-Guest network for supported network devices.

To configure your device for eduroam, please click the following

button:

eduroam Onboarding

All other guests and visitors from non-eduroam institutions should

Guest Registation

continue on to:


https://nam11.safelinks.protection.outlook.com/?url=https%3A%2F%2Flogin.franklinpierce.edu%2Fguest%2Fdevice_onboarding.php&data=04%7C01%7CBarnesr%40franklinpierce.edu%7C634c4a2f0aa849b5c0c408d935b32c9b%7C04ab64c7733f4d3988a0cb5c1c5cfe58%7C0%7C0%7C637599865967597953%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C1000&sdata=LYCEH8kL%2Fu%2Bd%2Bt53XfUkjGD9gRYf46Y9W2N6UxtRgcA%3D&reserved=0
https://nam11.safelinks.protection.outlook.com/?url=https%3A%2F%2Flogin.franklinpierce.edu%2Fguest%2Fdevice_onboarding.php&data=04%7C01%7CBarnesr%40franklinpierce.edu%7C634c4a2f0aa849b5c0c408d935b32c9b%7C04ab64c7733f4d3988a0cb5c1c5cfe58%7C0%7C0%7C637599865967597953%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C1000&sdata=LYCEH8kL%2Fu%2Bd%2Bt53XfUkjGD9gRYf46Y9W2N6UxtRgcA%3D&reserved=0

At the Franklin Pierce Onboarding portal enter your username followed by @franklinpierce.edu. Example:
doec@franklinpierce.edu
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HNETWORKS

Franklin Pierce

In order to connect to this network, your device must be configured
i for enhanced security. This wizard will guide you through the
configuration process.

Login below using your Franklin Pierce University credentials.

L'SE.”FIEII’E"IE

Password

Contact the Franklin Pierce [T Help Desk at 603-899-4214 if you are
experiencing difficulty logging in.



mailto:doec@franklinpierce.edu

After logging in download and install the QuickConnect application
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HNETWORKS

Franklin Pierce

In order to connect to this network, your device must be configured
i for enhanced security. This wizard will guide you through the
configuration process.

To apply the network profile, you need to download and start the
QuickConnect application.

Start QuickConnect
Download and start the QuickConnect network
configuration application.

Step 5: Click Run

>SmartScreen can't be reached right
now




Step 6:

Click Yes

User Account Control

Do you want to allow this app to make
changes to your device?

0 ClearPass QuickConnect Launcher

Verified publisher: Hewlett Packard Enterprise Company
File origin: Hard drive on this computer

Show more details

Step 7:

After installing, launch the QuickConnect Application and click "Next" and follow the prompts, being sure

to click "Yes" to all security warnings. There will be 4.
ks |
Security Warning —

You are about to install a certificate from a certification
I_\ authority (CA) claiming to represent:

= | Franklin Pierce University Intermediate CA 5

Windows cannot validate that the certificate is actually from
“Franklin Pierce University Intermediate CA", You should
confirm its origin by contacting "Franklin Pierce University
Intermediate CA", The following number will assist you in this
process:

Thumbprint (shal): ASSFECCS 220EDDAS BF73E302 40E4F717
GGOE18AD

Warning:

If you install this root certificate, Windows will automatically
trust any certificate issued by this CA. Installing a certificate
with an unconfirmed thumbprint is a security risk, If you click
“Yes” you acknowledge this risk. I

Do you want to install this certificate?

Yes | Mo |

niy 1]

Step 8:

After continuing through with the installation, following any prompts, you are now connected to
Eduroam WiFi.



